|  |  |  |
| --- | --- | --- |
| **CONTRACT** | **ANTIVIRUS ANALYSIS REPORT**  *(Exceptional and derogatory procedure)* | Box reserved  **No.** |

***Foreword: If an antivirus analysis report cannot be produced, complete only the viral safety commitment (BMS-000249224).***

|  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- |
| **STAKEHOLDER (Issuer)** | | | | | | | | | | | | | | | | | |
| Full name: | | | |  | | | | | | Telephone: | | |  | | | | |
| Company: | | | |  | | | | | | Position: | | |  | | | | |
| Date and time of start of analysis: | | | |  | | | | | | Date and time of end of analysis: | | |  | | | | |
| **ANALYSIS RESULT** | | | | | | | | | | | | | | | | | |
| OK  (Medium assessed as safe) | | | Infected | | | | With some suspicion  (Medium with suspicious or false positive files to be taken into account) | | | | | | | | With errors  (With erroneous files because not controlled by the tool) | | |
|  | | |  | | | |  | | | | | | | |  | | |
| **TOOLS and OPTIONS** | | | | | | | | | | | | | | | | | |
| Antivirus name | Engine version | | | | Virus database | Analysis options selected  (Quarantine, deletion, archiving, etc.) | | | | | Duration | Detection | | | | Result | |
|  |  | | | |  |  | | | | |  |  | | | |  | |
| **TESTED ITEMS** | | | | | | | | | | | | | | | | | |
| Type of medium: | | | |  | | | | | Brand: | | | |  | | | | |
| Model: | | | |  | | | | | Serial No.: | | | |  | | | | |
| Size controlled: | | | |  | | | | | Number of files analysed: | | | |  | | | | |
| **DETAILED RESULTS** | | | | | | | | | | | | | | | | | |
| Infected files | | | | | | | | | | | | | | | | | |
| Number:  (=> List the files in appendix) | | | | | | | |  | | | | | | | | | |
| Suspicious files | | | | | | | | | | | | | | | | | |
| Number:  (=> List the suspicious files, potentially false positives in appendix) | | | | | | | |  | | | | | | | | | |
| Erroneous files | | | | | | | | | | | | | | | | | |
| Number:  => List the erroneous files (such as: not controlled files) in appendix | | | | | | | |  | | | | | | | | | |
| Note: For each report, have the condensate of the file and if possible the justification reported by the antivirus.  /!\ For each report, have the complete file path. | | | | | | | | | | | | | | | | | |
| **INDUSTRIALIST CYBER DECISION** | | | | | | | | | | | | | | | | | |
| Manager: | |  | | | | | | | | | | | | Approved for deployment | | | |
| Position: | |  | | | | | | | | | | | |
| Certifies the accuracy of the information transmitted and commits their company  Place:  Date: | | | | | | | | | | | | | | YES | | | NO |
| Signature (preceded by “Read and approved”) | | | | | | | | | | | | | |
| **CUSTOMER CYBER DECISION** | | | | | | | | | | | | | | | | | |
| Manager: | |  | | | | | | | | | | | | Approved for deployment | | | |
| Position: | |  | | | | | | | | | | | |
| Date:  Signature (preceded by “Read and approved”) | | | | | | | | | | | | | | YES | | | NO |